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1127 Cyber Crimes recorded by Merseyside Police during 2013-16

Under 16’s 

• Account for 27% of all Victims

• 89% between 11 – 16 years

• 10% between 3 – 10 years

• 57% targeted by offenders aged 17-54 years

• 70% Female

• 54% are victims of Inciting a Child to engage 
in Sexual activity

• 49% involving Facebook

• 14% Involving Instagram

• 94% targeted via Social Media overall

Under 16 Crime Types Percentage

Inciting a Child 54.11%

Mal Comms 9.96%

Threats 7.36%

Harassment 7.36%

Indecent Images 5.63%

Stalking 5.19%

Child Sex Offences 3.46%

Posting Private Images 3.46%

Assault 2.16%

Race Hate 0.87%

Voyeurism 0.43%















in school we teach our 
children to use 
technologies

SAFELY, RESPONSIBLY
& RESPECTFULLY



“SHARENTING”







TOP TIPS
to help keep your child safe online



Be vigilant

#1



Talk to your child about 
what they do online

#2



Encourage them to tell 
you if they see anything 
online that upsets them

#3

…without fear of sanctions



How old 
for 
social 
media?



How many do you recognise?



musical.ly





cyberbullying



Know who your child is 
talking to online

#4



NSPCC  - Be Share Aware - LUCY AND THE BOY



Breck Bednar, aged 14



Kayleigh Hayward, aged 15



“…this case has shown once again 
the dangers to which young users 
of social media are exposed and to 
the grief and the bewilderment of 
unsuspecting parents”

Mrs Justice Cox, June 30th, 2016



“Jack” aged 15



Set rules and agree 
boundaries

#5



Use parental controls 
to filter, restrict, 
monitor or report 
content 

#6



Make sure that content
is age-appropriate

#7







Help develop your child’s 
understanding of their 
digital footprint

#8



Make it a 
positive one!







What does the law say?
Taking, possessing or sharing a sexually explicit picture or 
video of someone under 18 is against the law. It doesn’t 
matter if they gave you permission, someone else sent it 
to you, you’ve never met them before, you are under 18 
too, or it’s a selfie. You and anyone else involved could be 
investigated by the police, and this could even affect your 
future education and employment.



NSPCC  - Be Share Aware - HAVE YOU SEEN ALEX’S WILLY?







Best advice…
Take an interest in what you children are 
doing online – you can learn from them.

If you use social media, model safe, 
responsible and respectful practice for 
your children to emulate.

Remember you have the parental 
wisdom!



www.nspcc.org.uk





Thank you for listening
paul.bradshaw@si.Liverpool.gov.uk

@silesafety



Any Questions?


